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Thisdays, with the increase in internet usage, internet has a great importance in our daily life. Widespread use of the Internet does a lot of good, but it also does a lot of bad. There is rapid dissemination of information, but most of this information is not accurate. The rapid spread of misinformation makes it difficult to correct and also makes many people go on with their lives with misinformation, which is not good for long-term security because cybercrime is increasingly rampant with misinformation. The increase in cybercrime is a situation that deeply shakes the security of not only the individual but also the country. Cyber security needs to be improved, it is important to work to eliminate possible risks and misunderstandings between countries.

Austria is a country that cares about cyber security. At the cyber security conference held in Vienna in 2017, it was aimed to protect communication devices from the threat of terrorism and criminal organizations and to ensure human rights in the field of internet. Michael Linhart, Austrian Deputy Minister of Foreign Affairs and Integration, one of the important names attending this conference, underlined that cyber communication areas are effectively used by terrorist and criminal organizations to lead people to violent extremism and terrorist acts. Linhart said, "The threat posed by cyber tensions and crime formations between countries over the internet is much higher than in the past. Therefore, the OSCE (Organization for Security and Cooperation in Europe) plays an important role in improving security in cyber and communication technologies." said. Linhart also said that cyber conflicts of unknown origin cause tension and insecurity between countries, adding, "The OSCE, which promotes cyber security, has a decisive position to increase trust and mutual understanding between countries.".

However, despite all the precautions taken, Austria was cyber-attacked in 2020. It is thought that the reason for this cyber attack is that while there have been political fluctuations in the country for a while, foreign countries also want to seize the opportunity by intervening in the situation. Despite all the precautions taken, countries occupy each other's political security areas due to political conflicts and certain problems. We must put a stop to this situation and ensure our cyber security as an alliance.